OFFICIAL RECEIPT OF MT103 - Timezone:Europe/Berlin
SENDER DETAILS - CLEARING CODE USED: HCX449504933

RECEIVER DETAILS

TRANSACTION DETAILS

Date of Execute: 2026.01.15 19:28:10

Amount :

Transaction Reference Number: 37386691813634

INTERNAL SWIFT MESSAGE

PRIORITY:

INT SWIFT ACK:3624207198-1434893884

TRANSACTION REFERENCE NUMBER:37386691813634
MESSAGE INPUT REFERENCE: 1928 260115A1116113239
MESSAGE OUTPUT REFERENCE: 1928 260115X0169236102

:20: TRANSACTION REFERENCE NUMBER

37386691813634

:23B: BANK OPERATION CODE

:32A: VALUE DATE/CURRENCY/INTERBANK SETTLED AMOUNT
:33B: CURRENCY / ORIGINAL ORDERED AMOUNT

:50A: ORDERING CUSTOMER-NAME AND ADDRESS

:52A: ORDERING INSTITUTION

:57A: ACCOUNT WITH INSTITUTION.

:59A: BENEFICIARY CUSTOMER

:70: REMITTANCE INFORMATION
:71A: DETAILS OF CHARGES

272

:77B:

CHK:057672893819602132382

PKI-SIGNATURE:3670946814

TRACKING CODE:AD56131F47

DATE OF EXECUTION:2026.01.15 19:28:10
TEXT:{1:F01A1116113239}{2:1103X}3:119:STP}}¢
{4:37386691813634}5:{MAC:00000000}{PDE:}}{S:{SAC:}}{COP:P}}



:20: SENDER'S REFERENCE

16040459273246

:21: RELATED REFERENCE

37386691813634

:32A: VALUE DATE/CURRENCY/INTERBANK SETTLED AMOUNT

:50A: ORDERING CUSTOMER-NAME AND ADDRESS

:52A: ORDERING INSTITUTION

:58A: BENEFICIARY INSTITUTION

:59A: BENEFICIARY CUSTOMER

Swift Message: MT103
Swift Coverage: YES
Swift Coverage Internal No: 1942486216
CONFIRMED ACK:1941773345
DEBIT AUTHORIZED NO: 2951768553
Account Debited: 2743513853
HTML GENERATED [OK]
[SWIFT DIGITAL CERTIFICATE]CONNECTED (00000003)
Certificate chain
0 s:C = BE, ST = Wallonia, L = La Hulpe, O = S.W.I.F.T. SC, CN = www2.swift.com
:C = US, O = DigiCert Inc, CN = DigiCert Global G3 TLS ECC SHA384 2020 CAl
:PKEY: id-ecPublicKey, 256 (bit); sigalg: ecdsa-with-SHA384
:NotBefore: Sep 15 00:00:00 2025 GMT; NotAfter: Sep 15 23:59:59 2026 GMT
:C = US, O = DigiCert Inc, CN = DigiCert Global G3 TLS ECC SHA384 2020 CAl
:C = US, O = DigiCert Inc, OU = www.digicert.com, CN = DigiCert Global Root G3
:PKEY: id-ecPublicKey, 384 (bit); sigalg: ecdsa-with-SHA384
:NotBefore: Apr 14 00:00:00 2021 GMT; NotAfter: Apr 13 23:59:59 2031 GMT
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Server certificate

MIIFZTCCBOygAwIBAGIQB4IyG3m/bbKWNP/I93yMwTAKBggghk jOPQQDAZBZMQOswW
CQYDVQQGEwJVUzEVMBMGA1UEChMMRG1naUN1cnQgSW5 jMTMwMQYDVQQODEypEaWdp
02VydCBHbG91YWwgRzMgVEXTIEVDQYBTSEEZODQgMjAyMCBDQTEWHhcNMjUWOTE1
MDAWMDAWWhcNMjYWOTE1MJM1OTUSWIBkMQsSwCQYDVQQGEwWJCRTERMABGA1UECBMI
V2FsbGO9uaWEXETAPBgNVBACTCEXhIEh1bHBIMRYWFAYDVQQKEwW1ITL1cuSS5GL1Qu
IFNDMRcwFQYDVQQODEw53d3cyLnN3aWZ0LmNvbTBZMBMGBygGSM4 SAgEGCCgGSM4 9
AwWEHAQOIABHXxzaF0JkddtxJge9Ib8MIBswX10+zPsYDMgeibJp9y32U/TeNKnkSo
FMPt+4V7Tjt Th3GNFwAwWP TpnBNoedda jggOJIMI IDhTAfBgNVHSMEGDAWGBSKI+ue
a9f5N135bSE5dpghZ94QgDAdBgNVHQ4EFgQUOZ0TM5AVET /Fecz3huilrr/Idi+kw
GQYDVRORBBIWEIIOd3d3Mi5zd21mdC5jb20wPgYDVROGBDcWNTAZBGZNngQwBAGIwW
KTAnBggrBgEFBQcCARYbaHROcDovL3d3dy5SkaWdpY2VydC5jb20vQ1BTMA4GA1Ud
DwEB/wQEAwIDiDAdBgNVHSUEF jAUBggrBgEFBQCDAQYIKwYBBQUHAWIWGZ8GALUA
HwSB1zCB1DBIoEagRIZCaHROcDovL2NybDMuZGlnaWNlcnQuY29tLORpZ21DZXJO0
R2xvYmFsRzNUTEFNFQONTSEEzODQyMDIwQOExXLTIuY3JsMEigRgBEhkJodHRwOi8v
Y3JsNC5kaWdpY2VydC5jb20vRG1naUN1cnRHbGO1YWxHMIRMUOVDQINIQTMANDIw
MJjBDQTEtMi5 jcmwwgYcGCCsGAQUFBWEBBHsweTAkBggrBgEFBQcwAYYYaHROcDov
L293c3AuZGlnaWNlcnQuY29tMFEGCCsGAQUFBzAChkVodHRwWOi8vY2F jZXJ0cy5Sk
aWdpY2VydC5jb20vRG1lnaUN1cnRHbG9iYWxHM1IRMUOVDQINIQTMANDIwWMIBDQTEL
Mi5jcnQwDAYDVROTAQH/BAIWADCCAX0GCisGAQOBInkCBAIEggFtBIIBaQFnAHUA
2A1VO5RPev/IFhlv1E+Fqg7D4 /F6HVSYPFdEUCrtFSXQAAAGZTI70NAAABAMAR JBE
AiAEwS18bk0ZFGydvED70Y19ME9LsnVPiAOOYVL7UWPWOAIgaKaetDw8IjJgcaeg
vi/T68ZIn7TyPZwf7i0LGLXGX0E8AdgDCMX5XRRMjRe5/ON6ykEHrx8ThWik/ £9W1l
rXaa2Q5SzQAAAZIMIvQ6AAAEAWBHMEUCIQDxJO1ivoblcYCkMOPv3bWrsNE jmE /Dy
ncGf6Kw22mvz/gIgUY¥rAguvkizKxezl JEKtiNDOQn4L6TdIGDhUtL70TzHQUAdgCU
TkOH+uzB74HzGSQmgBh1AcCfTXzgCAT9yZ31VNy4Z2AAAAZIMIvRLAAAEAWBHMEUC
IB6G+6G8stQPfxyeTXpit 7wr6JP22mx5E0z00hJG5uqoAiEAVKIHN17x6gt ovGvO
PGhu4n24vuhDfiyCDA7JZwlWM04wCgYIKoZIz jOEAWMDZWAWZAIWEGhwhyRYgN5b
Bg+1J/P41FGwszzXwZyGZe3eglXxIDELDnwFoQaDVviAQAUKwbptVAJjAyzglwMWYa
6xa+NleZwy+oBY+/VTX0z50x0FeSMfiQ6DPIwt 50K72yaQ65uHKtY5g=

————— END CERTIFICATE-———-—

subject=C = BE, ST = Wallonia, L = La Hulpe, O = S.W.I.F.T. SC, CN = www2.swift.com
issuer=C = US, O = DigiCert Inc, CN = DigiCert Global G3 TLS ECC SHA384 2020 CAl



No client certificate CA names sent
Peer signing digest: SHA256

Peer signature type: ECDSA

Server Temp Key: X25519, 253 bits

SSL handshake has read 2668 bytes and written 396 bytes
Verification: OK

New, TLSv1l.3, Cipher is TLS_AES_256_GCM_SHA384

Server public key is 256 bit

Secure Renegotiation IS NOT supported

Compression: NONE

Expansion: NONE

No ALPN negotiated

Early data was not sent

Verify return code: 0 (ok)

TRANSACTION STATUS: APPROVED
AMOUNT TRANSFERED:
DATE OF EXECUTION: 2026/01/15 19:28:12

1. COVERAGE STATUS: 100%

2. MAIN ACCOUNT: LOCATED

3. COVERAGE FUNDS: TRANSFERED

4. AUTO SWIFT NOTIFICATION MESSAGING: DELIVERED

5. SWIFT MESSAGE (MT202 COV): UPLOADED

6. SETTLEMENTS TRANSACTION: DONE

7. TRANSACTION UPLOADED IN SWIFT.COM WITH COVERAGE MO SERIAL DEBIT NUMBER:
9113474571185803699

8. TRANSACTION AUTHORIZED WITH COVERAGE MO SERIAL DEBIT NUMBER:3248251255

[SENDER CERTIFICATE]
IP: 160.83.8.143
DOMAIN: www.db.com
CONNECTED (00000003)

Certificate chain

0 s:jurisdictionC = DE, JjurisdictionST = Hessen, jurisdictionlL = Frankfurt am Main,
businessCategory = Private Organization, serialNumber = HRB 30000, C = DE, L = Fran
kfurt am Main, postalCode = 60325, street = Taunusanlage 12, O = DEUTSCHE BANK AG, C
N = www.db.com
:C = US, O = DigiCert Inc, CN = DigiCert EV RSA CA G2
:PKEY: rsaEncryption, 2048 (bit); sigalg: RSA-SHA256
:NotBefore: Jun 11 00:00:00 2025 GMT; NotAfter: Jun 10 23:59:59 2026 GMT
:C = US, O = DigiCert Inc, CN = DigiCert EV RSA CA G2
:C = US, O = DigiCert Inc, OU = www.digicert.com, CN = DigiCert Global Root G2
:PKEY: rsaEncryption, 2048 (bit); sigalg: RSA-SHA256
:NotBefore: Jul 2 12:42:50 2020 GMT; NotAfter: Jul 2 12:42:50 2030 GMT
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Server certificate

MIIHNTCCBh2gAwIBAgIQD jdMrnTPZvA2rJ+08t85jANBgkqhkiGOwOBAQSFADBE
MQOswCQYDVQQGEwWJVUzZEVMBMGA1UEChMMRG1naUN1cnQgSW5 jMRAWHAYDVQQDEXVE
aWdpQ2VydCBFViBSUOEgQOEgRzIwHhcNMjUWN JEXMDAWMDAWWhcNMjYwN jEwM M1
OTUSWJCCAQgxEzARBgsrBgEEAYI3PAIBAXMCREUXFzAVBgsrBgEEAYI3PAIBAKMG
SGVzc2VUuMSIwIAYLKwWYBBAGCNzwCAQETEUZYyYWS5rZnVydCBhbSBNYW1uMROwWGwWYD
VQQOPDBRQcm12YXR1TIE9yZ2FuaXphdGlvb jESMBAGA1UEBRMJSEFJCIDMwMDAWMQSW
CQYDVQQGEWJERTEaMBgGA1UEBxXxMRRnJhbmtmdXJOIGFtIE1haW4xD jAMBgNVBBET
BTYwMzI1MRgwFgYDVQQJEwWIOUYXVudXNhbmxhZ2UgMTIxGTAXBgNVBAOTEERFVVRT
QOhFIEJBTksgQUcxEzZARBgNVBAMTCnd3dy5kYi5jb20wggEiMAOGCSgGSIb3DQEB
AQUAA4IBDWAWggEKAOIBAQCPVYHG706UuTIC3nUlbMICRzHsCmH4pH2Letg7LI6G1
NcMmFQ5RAva6syj33thrHK31TwfnAOpOKxLsfKVF4JBUETAFidXMUTxaL6S8higL
t+M11vJICnOgHmwXk /Lo3BLEM7Cw0CqjVrpBT5jGReRr/m3FUy46hh9iBjxQil1+91
rlYlewvJQgSZUZbaRCI2kbwhZfDuJ26EKf8mMkufp8cDMTxYM1gvVIDB+D6TKLOx
gvlnVow6frzZn59XhiN8CuIX0yjoL/bYPimQggwNzNR8yiEFomhLIaOy09RgMxsDx
HgX jDFHro5kxVt1jW7UOXED4TWA52QPcNHI zb9s+C++XAgMBAAG jggNbMIIDVZAF
BgNVHSMEGDAWGBRQT1C/mGidW3sgddRZAX1IZpIyBjAdBgNVHQAEFgQU3JXMEKS 6
UVRsiIkgZnbpsfPydEswHQYDVRORBBYWFIIKA3d3LmRiILmNvbYIGZGIuY29tMEOG
A1UJIARDMEEWCWYJYIZIAYbO9bAIBMDIGBWeBDAEBMCkwIwYIKwYBBQUHAGEWG2hO



dHA6LYy93d3cuZGlnaWNlcnQuY29tLONQUzAOBgNVHQ8BAf8EBAMCBaAwHQYDVRO1
BBYWFAYIKwYBBQUHAWEGCCsGAQUFBWMCMHUGA1UdHWRUMGWWNKAYoDCGLmhOdHA6
Ly9jcmwzImRpZ21jZXJ0LmNvbS9EaWdpQ2VydEVWUINBQOFHM1 5 jecmwwNKAYyoDCG
Lmh0dHA6LYy9jcmwOLmRpZ21 jZXJ0LmNvbS9EaWdpQ2VydEVWUINBQOFHM1 5 jcmww
cWYIKwYBBQUHAQEEZzB1MCQGCCsGAQUFBzABhhhodHRwOi8vb2NzcC5kaWdpY2Vy
dC53b20wPQYIKwYBBQUHMAKGMWhOJAHAG6LY 9 jYWNI1cnRzLmRpZ21 jZXJ0LmNvbSOE
aWdpQ2VydEVWUINBQOFHMi5 jcnQwDAYDVROTAQH/BAIWADCCAX8GCisGAQQBInkC
BAIEggFvBIIBawFpAHcAD1eUvPOuqT4zGyyZB7P3kN+bwjlxMiXdIaklrGHFTiEA
AAGXYE6TwWQAABAMASDBGAIEAINapR2ibXy3Mj7tqRJhXW30t+YiJ3Sbvssbf5kUY
wcwCIQC2yJ7daikIgapzXwub60jSugMghbflxr05nD00CRDoCGWB2AGQRxGYykEuyn
iRyiAi4AVvKtPKAfUHJUNng+r+1QPJfc3wAAAB12BO1AMAAAQDAECWRQIgKt rmGafT
MUdJkPpC2LzGN3UmmJIhgX1SGyxV80OEb7oNBQCIQDtt IThEJTP 9w+Xi2Bv+kESSiNU
YD6980S0JcDHAZsyZAB2AEmcm2neHXzs/DbezYdkprhbrwgHgBnRVVL76esp3fjD
AAAB12BO1BYAAAQDAECWRQIhAKFWwEFxn8SF8G21vBH8p4sIdD+Z8oAcamt 3ANMuUhS
0ZQIAiBDbaBSGFH6gLSmwMHACKbYeGS43iavkL1IMOr5At1XX1i jANBgkghkiG9w0B
AQsSFAAOCAQEADMP6fry8nW0bl/9AgRtyvDgWYt 5mJCkmU4M38cDIBFRP36N3r7Pb
vPIVevIXEL87w44wME3jloAvzr/WEz9ghBogpGWPTo2SAGQdLpX+h2MXnh+yYVO1l
03GaZgIgK//bgFvBEOgfkj97P5px1lw6/L7PNPCBW3zMg8RIg5/Q4bMTTuoZW8gGT
Nj/eO+mOUxfHiCTQ8URmg8g6pdaTeuBOs/H299zHY/HXbLTW1IWKWO 7uSxWvmU3UD
Rs3+6KwaluB/aD20g7RtNoVWDGchno2VM2PdSKUzQn2z0bz5Qr2ADB+dgn7N7bgw
WtKuDFtkEMtc4alOgNyEpvgcoV8xKNENIQ==

————— END CERTIFICATE-———-—

subject=jurisdictionC = DE, jurisdictionST = Hessen, jurisdictionlL = Frankfurt am Ma
in, businessCategory = Private Organization, serialNumber = HRB 30000, C = DE, L = F
rankfurt am Main, postalCode = 60325, street = Taunusanlage 12, O = DEUTSCHE BANK AG
, CN = www.db.com

issuer=C = US, O = DigiCert Inc, CN = DigiCert EV RSA CA G2

No client certificate CA names sent

Peer signing digest: SHA256

Peer signature type: RSA-PSS

Server Temp Key: X25519, 253 bits

SSL handshake has read 3692 bytes and written 392 bytes
Verification: OK

New, TLSv1l.3, Cipher is TLS_AES_256_GCM_SHA384

Server public key is 2048 bit

Secure Renegotiation IS NOT supported

Compression: NONE

Expansion: NONE

No ALPN negotiated

Early data was not sent

Verify return code: 0 (ok)

[RECEIVER CERTIFICATE]

IP: 2.20.142.80

DOMAIN: www.grupbancsabadell.com
CONNECTED (00000003)

Certificate chain

0 s:jurisdictionC = ES, JjurisdictionST = Alicante, businessCategory = Private Organ
ization, serialNumber = A08000143, C = ES, L = Alicante, O = Banco de Sabadell S.A.,
CN = bancsabadell.com
:C = US, O = DigiCert Inc, CN = DigiCert Global G3 TLS ECC SHA384 2020 CAl
:PKEY: id-ecPublicKey, 256 (bit); sigalg: ecdsa-with-SHA384
:NotBefore: Apr 1 00:00:00 2025 GMT; NotAfter: Mar 25 23:59:59 2026 GMT
:C = US, O = DigiCert Inc, CN = DigiCert Global G3 TLS ECC SHA384 2020 CAl
:C = US, O = DigiCert Inc, OU = www.digicert.com, CN = DigiCert Global Root G3
:PKEY: id-ecPublicKey, 384 (bit); sigalg: ecdsa-with-SHA384
:NotBefore: Apr 14 00:00:00 2021 GMT; NotAfter: Apr 13 23:59:59 2031 GMT
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Server certificate

MIIG3TCCBmMOgAWIBAgIQAfIzui3MVae8Q/6dKyAFRTAKBggghk JOPQQODAZBZMQOswW
CQYDVQQGEwJVUzZEVMBMGA1UEChMMRG1naUN1cnQgSW5 jMTMwMQYDVQODEypEaWdp
Q2VydCBHbG 91 YWwgRzMgVEXTIEVDQYyBTSEEZzODQgMjAyMCBDQTEWHhcNMjUwWNDAX
MDAWMDAWWhcNMjYwMzI1MM10TUSWjCBvzZETMBEGCY SGAQQBG jc8AGEDEWIFUZEZ
MBcGCysGAQQOBgjc8AgECEWhBbGL jYW50ZTEAMBs GA1UEDwwUUHJpdmF 0 ZSBPcmdh
bml 6YXRpb24xEjAQBgNVBAUTCUEWODAWMDE OMzELMAKkGA1UEBhMCRVMXETAPBgNV
BACTCEFsaWNhbnRIMR8wHQYDVQQKExZCYWS5 jbyBkZSBTYWJhZGVsbCBTLkEuUMRkw
FwYDVQQODExBiYW5Jjc2FiYWR1bGwuY2 9tMFkwEWYHK0ZIz jOCAQYIK0ZIz jODAQcCD
QgAEMOXC3+WmF £fBdye jO5J6kNQ21UbQEtWu2uNn/1SK7t25Wa70QuLt1g8py36nA
yEx0K1QesHO/rHWXf+t0sV33860CBKQwggSgMB8GA1UdIwWQYMBaAFIoj655r1/k3



XfltIT12mgFn3hCoMBOGA1UdDgQWBBRSM658DP zOhhDGKS5mVRt5Snj88 £DCCASUG
AlUdJEQSCARWWggEYghBiYW5jc2FiYWR1bGwuY29tgg5hY3Rpdm9iYW5rLmNvbYIc
YXBwYnNvbmxpbmUuYmFuY3NhYmFkZWxsLmNvbYIRYmFuY3NhYmFk ZWxsLmlvYmmC
DWJzbWFya2V0cy5jb22CFGdydXBiYW5jc2FiYWR1bGwuY29tghZzZWdAdyZS5iYW5j
C2FiYWR1bGwuY29tghhzZWdlcm9zLmJIhbmNzYWJhZGVsbC5jb22CEnd3dy5hY3Rp
dm9iYW5rLmNvbYIUd3d3LmJhbmNzYWJIhZGVsbC5jb22CFXd3dy5iYW5jc2FiYWR]
bGwubW9i1iaYIRA3d3LmJIzbWFya2V0cy5jb22CGHA3dy5ncnVwYmFuY3NhYmFkZWxs
LmNvb TBKBgNVHSAEQZzBBMASGCWCGSAGG/WwCATAYBgVNgQWBATAPMCCGCCsGAQUF
BwIBFht odHRwO01i8vd3d3LmRpZ21jZXJ0LmNvbS9DUFMwDgYDVROPAQH/BAQDAGOT
MBOGA1UdJQQWMBQGCCsGAQUFBWMBBggrBgEFBQCcDAJCBnwYDVROfBIGXMIGUMEig
RgBEhkJodHRwO18vY3JsMy5kaWdpY2VydC5jb20vRG1lnaUN1cnRHbGO1iYWxHM1RM
UOVDQ1NIQTMANDIwMjBDQTELMI 5 jcmwwSKBGOESGOMhOdHA6LY 9jcmwOLmMRpZ21 ]
ZXJO0LmNvbS9EaWdpQ2VydEdsb2JhbEczVExTRUNDUOhBMzgOMjAyMENBMS 0y LmNy
bDCBhwYIKwYBBQUHAQEEezB5MCQGCCsGAQUFBzABhhhodHRwO18vb2NzcC5kaWwdp
Y2VydC5jb20wUQYIKwYBBQUHMAKGRWhOJHAGLY 9 jYWNLcnRzLmRpZ21 jZXJOLmNv
bS9EaWdpQ2VydEdsb2JhbEczVExTRUNDUOhBMzgOMjAyMENBMS 0y LmNydDAMBgNV
HRMBAf8EAjAAMIIBfgYKKwYBBAHWeQIEAGSCAWAEGQQFQAWGAdgCW12S/VViXr£dD
h2g3CEJ36£fA61fak8zZuRgQ/D8gpxgAAAZXWUgrYAAAEAWBHMEUCIQCYnPcs7rs9
+I0UwWDXIj/1Hdii/bALJVNgFogwn+pKuMQIgVh7GxJSEFmzUrl1GO/45kHFiR3kQu
cHGcIL8cfUakwroAdgBkEcRspBLsp4kcogIuALyrTygHl1B41J6vqg/tUDyX3N8AAA
AZXwUgrJAAAEAWBHMEUCIQCHWCW8XeeWCYRzZNT81670PwMo5/in/iryY84bNLpwg
JAIgfgAAL8ITL/xy7J2XXnKsli7/X+o0aImkP4QC/AmvzPsgAdgBInJtp3hl87Pw2
3s2HZKad4W68Kh4AZ0OVVS++nrKd34wwAAAZXwWUgrWAAAEAWBHMEUCIQDgFHrRyTfg
THbm38fhj+J1d710daB7L+mb06e07whKIgIgJChZhQhfrUYIATIH919pD9eN82Ha/
659JvangQ4Gwf6YOwCgYIKoZIz jOEAWMDaAAWZQIWFPOvkP19v08+§3+1JcFUF4h5
gVK8xR11QRi111gPdhApt J77YLTIZXN/suNIPJJLKAJEALw/IdWIt4+bgt 1JyAmZP
LJgoQlml 68FWiPADxB5B8Z0TaKCXg45YFQAxX4f8RlLLN

————— END CERTIFICATE-———-—

subject=jurisdictionC = ES, jurisdictionST = Alicante, businessCategory = Private Or
ganization, serialNumber = A08000143, C = ES, L = Alicante, O = Banco de Sabadell S.
A., CN = bancsabadell.com

issuer=C = US, O = DigiCert Inc, CN = DigiCert Global G3 TLS ECC SHA384 2020 CAl

No client certificate CA names sent

Peer signing digest: SHA256

Peer signature type: ECDSA

Server Temp Key: X25519, 253 bits

SSL handshake has read 3044 bytes and written 406 bytes
Verification: OK

New, TLSv1.3, Cipher is TLS_AES_256_GCM_SHA384
Server public key is 256 bit

Secure Renegotiation IS NOT supported
Compression: NONE

Expansion: NONE

No ALPN negotiated

Early data was not sent

Verify return code: 0 (ok)



